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Sophos Snapshot Belsoft jinfortix

AFounded 1985 in Oxford, UK
AAppx. $400 million in FY13 billings
AAppx2,200employees

AOver 220,000 customers

AOver 100 million users

AHQin Oxford, UK and Boston, MA
ABest in class renewal rates (90+%)
A20,000+ channel partners

AOEM Partners: Cisco, IBM, Juniper, Citri/¢Es
Lenovo, Rackspace i

AKey development centers: Abingdon, U 5 1k
Vancouver, BC; Karlsruhe, Germany; LinjjAs
Aléstria; Budapest, Hungéryedabad o
India

A20+ additional offices worldwide Sophos in Oxford, UK
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Sophos Major Global Sites
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Sophos Vision — “Complete security without complexity.” Belsoft |inf0rtix

NCompl ex solutions arendo
security for the real wioftr the pragmatic
enterprise. SI mpl e secuU

N
AKris Hagerman, CEO Sophos



Who Relies on Sophos Belsoft |infortix

Smal | and Midmar ket Enterprises and nPragmat.i ¢

10,000 Companies WW
17% of Sophos Billings

A Similar
security
threats as
large
enterprises

A Limited IT
security staff < 100 employees

A Need security,
made simple

500,000 Companies WW

100¢5,000 employees o
58% of Sophos Billings

20 million Companies WW
25% of Sophos Billings



IT Challenges
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What are the biggest challenges your IT organization faces in managing end users?

Ranked in order with 1 being the biggest challenge

Maintaining security and compliance 48%
Lack of people/resources to do
everything that is being asked
haroars med ond vaint dovices I NN 7]
hardware and end point devices 37%
Application/OS patching and updates ”
Supporting a wide range of devices
Managing users across _
remote locations b

0% 10% 20% 30% 40% 50%

% of respondents who answered 1 or 2

60%

~

Source: Spiceworks Community Survey
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What About
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Servers?
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Web Attacks Belsoft jinfortix

Every 2 Seconds Another New Malicious URL Appears

erochet dolll
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malicious URLS seen of malicious URLSs

each day. This is are actually
almost a new legitimate sites that
malicious URL every have been

2 seconds compromised

Source: SophosLabs 2013
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previously unseen
files received each

250,000 day within

SophosLabs

Source: SophosLabs 2013



Professionalism, Crimew . .
ofessionalism, Crimeware Belsoft |1nfort1x

AMoneti zati ono: Bul k of Professoadl s Ar e Aut omat e

Welcome to the Age of Personalized Malware

50% of our detections 75% of unigue pieces 88% of malware
are based on only 19 of malware are found in fewer than
malware identities. targeted attacks (i.e., 10 other

are not seen beyond organizations.

the organization
Source: SophosLabs 2013 targeted)
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Compl ete Securityée

Network Servers End Users and Devices
Ll
| @ Anti-Malware O) L
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Next Gen Anti- URL Network ) \é\igt)es(iirgﬁr Anti- Mobile  Encryption Patch
Firewall malware  Filtering Access Control — Malware Assessment
(( )> and IPS ™ [\il |D Virtualization
, & @ E App Control E ﬂ @ @
Wireless VPN Anti-Spam Email Applicatio  Device Encryption Endpoint Web
Encryption |D V-Shield n Control  Control for Cloud  Protection
Made Simple.
Simple Deployment Simple Protection Simple Management
A On premise A Active Protection i real-time Intuitive consoles:
A Virtual protection On Premise or
A Cloud A Live lookups via the Cloud From the Cloud
A User self provision A Sophos experts tune the protection Backed b
C\ so you dondét have ¢ Bgcked by expert support
D 2 A O Cg
3 o (o A S




Complete Security Belsoft jinfortix
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Using Big Data to Protect Information

SOPHOSLABS
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Better, Redime Protection Mad&mple

Malware Website URL HIPS Sensitive Application Device
Data Database Rules Data Types Categories Data
SophosLabs
Active Protection
Mobile
Reputation Malicious Spam Application Anonymizing Application
Data URLs Campaigns Reputation Proxies Patches
Correlated Intelligence
Reputation Data
Content Classification
Network Servers Devices
. Next Smartphone Workstation
Web Email Gen EW ) p |
5 Tablet Laptop
\éVV\e/ App Wifi Data




